READINESS CHECKLIST FOR 
New Capital Markets Services Licence
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1. GENERAL INFORMATION
	Company’s Name
	

	Primary Contact Person (include designation / position)
	

	Statutory Auditor
	

	Panel Solicitors 
	


2. OPERATION

	
	Yes
	No
	N/A
	Reference

	(a) Facilities and Security
	
	
	
	

	Is the company’s business premise ready for operations?
	
	
	
	

	Are the following facilities in place?
	
	
	
	

	· Telephone lines and facsimile;
	
	
	
	

	· Voice recording system;
	
	
	
	

	· Furniture and fittings;
	
	
	
	

	· Computer hardware and software;
	
	
	
	

	· Others (please specify).
	
	
	
	

	
	
	
	
	

	(b) Employees
	
	
	
	

	Have employees been identified for the operations of the company and are they adequate in terms of number, qualification and experience?
	
	
	
	

	
	
	
	
	

	(c) Operations Manual
	
	
	
	

	Does the company have an Operations Manual? 
	
	
	
	

	Does it include the description of duties and functions of the company and management
	
	
	
	

	Are there policies and procedures on
	
	
	
	

	· all operations of the company?
	
	
	
	

	· reporting and frequency of reporting to the Board?
	
	
	
	

	Are these policies and procedures approved by the Board?
	
	
	
	

	Is there an Internal Code of Conduct?
	
	
	
	

	Are the employees aware of the policies and procedures of their respective areas?
	
	
	
	

	Are there policies and procedures on action to be taken against non compliance with the company’s policies and procedures?
	
	
	
	

	
	
	
	
	

	(d) Confidentiality and Conflict of Interest
	
	
	
	

	Are there “Chinese walls” policies on confidential information (price sensitive items)?
	
	
	
	

	Are there any segregation between the regulated activities to address confidential information (price sensitive items) and conflict of interest?
[for companies with more than one regulated activities]
	
	
	
	


	
	Yes
	No
	N/A
	Reference

	(e) Proprietary Trading
	
	
	
	

	Is proprietary trading/own investment conducted? 
	
	
	
	

	Are there policies and procedures on proprietary trading activities?
	
	
	
	

	
	
	
	
	

	(f) Employee Trading
	
	
	
	

	Is employees’ trading allowed?
	
	
	
	

	Is a register for employees’ transactions maintained?
	
	
	
	

	Is there a “cooling-off period” for employees to transact in securities to minimise potential conflict of interest situations?
	
	
	
	

	Are there policies and procedures on
	
	
	
	

	· employees’ trading?
	
	
	
	

	· actions to be taken against employees who breach the policies? 
	
	
	
	

	
	
	
	
	

	(g) Declaration of Interest  
	
	
	
	

	Are there policies and procedures on the declaration and keeping of register of interests?
[Section 83 CMSA 2007]
	
	
	
	

	
	
	
	
	

	(h) Client’s Agreement
	
	
	
	

	Are there policies and procedures to ensure that a written agreement (client’s mandate) is entered into with a client before any services are provided to client?
	
	
	
	

	
	
	
	
	

	(i) Communication and Recommendation
	
	
	
	

	Are there policies and procedures
	
	
	
	

	· on disclosure of certain interests of securities in written communication of recommendations given by a licensed person?

[Section 91(1) CMSA 2007]
	
	
	
	

	· on preservation of the written communication of recommendations given by a licensed person?

[Section 91(8) CMSA 2007]
	
	
	
	

	· to ensure recommendations are given on a reasonable basis by a licensed person?

[Section 92 CMSA 2007]
	
	
	
	

	
	
	
	
	

	(j) Record Keeping
	
	
	
	

	Are there policies and procedures to ensure that accounting and other records are properly kept?
	
	
	
	

	
	
	
	
	

	(k) Internal Control
	
	
	
	

	Are there policies and procedures on internal control? [Please append a copy of the company’s internal control procedures]
	
	
	
	

	Are the employees aware of the internal control procedures?
	
	
	
	

	
	
	
	
	

	(l) Compliance with the Securities Laws
	
	
	
	

	Are the employees aware of the procedures for compliance with the securities laws?
	
	
	
	

	Are there policies and procedures on action to be taken against non compliance with the securities laws?
	
	
	
	


	
	Yes
	No
	N/A
	Reference

	(m) Recruitment
	
	
	
	

	Are there policies and procedures on the recruitment of employees?
	
	
	
	

	
	
	
	
	

	(n) Outsourcing of Functions
	
	
	
	

	Do you intend to outsource any of your back office function?
	
	
	
	

	If yes, what steps are in place?
	
	
	
	

	
	
	
	
	

	(o) Clients’* Complaints
	
	
	
	

	Are there policies and procedures to deal with client’s complaints?
	
	
	
	

	Is a logbook for all clients’ complaints maintained?
	
	
	
	

	Is a personnel designated to deal with clients’ complaints?
	
	
	
	

	
	
	
	
	

	(p) Information Technology
	
	
	
	

	(i) Organisation
	
	
	
	

	Is there clear segregation of duties to prevent an individual having full access to the computer systems?
	
	
	
	

	
	
	
	
	

	(ii) Website
	
	
	
	

	Are there network diagram and linkages for the web-server and web-site?
	
	
	
	

	Is there an identified personnel responsible for the maintenance of web-server and web-site?
	
	
	
	

	Is there a service level agreement or maintenance agreement with its vendors?
	
	
	
	

	Are there security measures for clients’ access to the designated web-site?
	
	
	
	

	Are there policies and procedures on the maintenance of web-server and website which include procedures to minimise access disruptions to the website?
	
	
	
	

	Are there IT policies and procedures for the web-site which includes:

i. Password security controls

ii. User ID administration

iii. Review of system audit trails

iv. Secure communication protocols for  the transmissions over the networks

v. Safeguarding of clients’ information.
	
	
	
	

	
	
	
	
	

	(iii) On-Line Payment
	
	
	
	

	Is there an agreement for payment processing and client’s verifications?
	
	
	
	

	Are there security measures for the online payment processes?
	
	
	
	

	
	
	
	
	

	(q) Training
	
	
	
	

	Are there policies and procedures on employees’ training?
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